
ACTUALITZACIÓN DE JAVA 
 
 
 
1. Introducción 

 

Dada la creciente incompatibilidad entre la ejecución de applets java y los navegadores más recientes, se 
implementa una alternativa al applet de firma en la que la ejecución de la aplicación java se lleva a cabo en el 
sistema del usuario en lugar de hacerlo en el navegador. De esta forma, se evitan los problemas de 
incompatibilidad con los diferentes navegadores, manteniendo la funcionalidad para las aplicaciones web que 
requieren el uso de la firma electrónica. 

 
 

Para firmar se pueden utilizar certificados en software, tarjetas criptográficas accesibles a través de middleware 
(librería PKCS#11) y certificados almacenados en el almacén personal de Windows o de Mac OS X. 

 
 

 
2. Java 

 

Aunque se evita el problema de compatibilidad con los diferentes navegadores, es necesario disponer de Java 
instalado en el sistema, dado que, aunque ya no se va a ejecutar el applet en el navegador, se ejecutará, ya 
sea a través de la aplicación nativa o mediante un fichero JNLP, la herramienta de firma java a modo de 
aplicación de escritorio. 
 
Por temas de seguridad, es recomendable tener la última versión instalada y desinstalar las anteriores. Se 
procede a eliminar las anteriores entrando en el Panel de Control de Windows. 

 

Se recomienda tener instalada la última versión de JVM (Java Virtual Machine)   https://www.java.com/es. La 
aplicación soporta la versión java 1.6 o superior. 

 
 
 

 

https://www.java.com/es


 

Presionamos sobre el botón “Descarga gratuita de Java” y descargamos el archivo. 

 

 
 

 

Guardamos el archivo. 
 

Presionar sobre “Instalar”: 
 

 



   

Se procederá con la instalación: 

 

 
 
 
 

En el siguiente punto también nos indicará si tenemos versiones anteriores, para proceder a desinstalarlas. 
Recomendamos hacerlo. 

 

 



    

Restauramos las peticiones de datos en caso necesario: 

 

 
 
 
Y obtenemos la página de confirmación: 

 

 



 

Al pulsar sobre el botón “Cerrar” nos abrirá un navegador de internet (el que tengamos definido por defecto) y 
nos mostrará la página de verificación de java. Si queremos proceder a realizar la validación, es necesario 
abrir la página de verificación con un navegador que soporte la ejecución de applets java. 

 

 
 
 
 
 
La verificamos, para comprobar que tenemos instalados los plugins de java correctamente. Es posible que 
obtengamos la siguiente restricción: 

 

 



 

Presionamos sobre “Activar Java” y sobre el recuadro superior izquierdo “Permitir y Recordar”. 
 

Seguidamente confirmaremos la ejecución del applet: 
 

 
 
 
 
 
Y finalmente obtendremos la confirmación: 

 

 



 

3. Compatibilidad 

 

3.1 Firmador 
https://github.com/ConsorciAOC/signador/blob/master/guiaUsuaris/compatibilitatSignador.md  

 

 

3.2 Fichero JNLP 
https://github.com/ConsorciAOC/signador/blob/master/guiaUsuaris/jnlp.md  

 
 

https://github.com/ConsorciAOC/signador/blob/master/guiaUsuaris/compatibilitatSignador.md
https://github.com/ConsorciAOC/signador/blob/master/guiaUsuaris/jnlp.md


 

 

3.3 Aplicación nativa 
https://github.com/ConsorciAOC/signador/blob/master/guiaUsuaris/nativa.md  

 
 

 

 

 

https://github.com/ConsorciAOC/signador/blob/master/guiaUsuaris/nativa.md


 

4. Panel de control de Java 

Hace falta añadir a la zona de seguridad del Panel de Control de Java las siguientes URLs: 

https://conciliacions.gencat.cat, https://idp4-gicar.gencat.cat, https://signador.aoc.cat 
 

1. Panel de control. 
 

2. Java. 
 

3. Seguridad. 
 

4. Editar lista de sitios... 
 

5. Agregar “https://conciliacions.gencat.cat”. 
 

6. Agregar “https://idp4-gicar.gencat.cat”. 
 
7. Agregar “https://signador.aoc.cat”. 

 
8. Aceptar. 

 

 

https://conciliacions.gencat.cat/
https://conciliacions.gencat.cat/
https://signador.aoc.cat/
https://idp4-gicar.gencat.cat/

